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Scope, Purpose, & Application
Scope
This Technical Report describes the landscape service provider actions to mitigate lllegal, fraudulent, or otherwise unwanted SMS text messages. The report describes example message deliver architectures, existing countermeasures, methods used by bad actors to send unwanted messages, and a gap analysis. This document is entirely description of the existing landscape; nothing herein should be interpreted as normative or otherwise prescriptive.
This document is limited to SMS messaging. It does not look at RCS messaging or over-the-top messaging services.

Purpose
As various regulation and mitigation techniques have begun to reduce unwanted “robocalls”, more bad actors are moving to other modes of communication, such as SMS text messaging. IP-NNI has begun discussions about mitigation of unwanted text messages. This document is intended to document the current landscape of unwanted text delivery techniques and service provider countermeasures to serve as a basis for future discussion. While it describes perceived gaps It does not attempt to design new mitigation solutions.
[Note: This version of the contribution is an outline of potential topics for future discussion and inclusion.]

Normative References
The following standards contain provisions which, through reference in this text, constitute provisions of this Standard. At the time of publication, the editions indicated were valid. All standards are subject to revision, and parties to agreements based on this Standard are encouraged to investigate the possibility of applying the most recent editions of the standards indicated below.

ATIS-0x0000x, Technical Report.[footnoteRef:1] [1:  This document is available from ORGANIZATION at <website>.] 

ATIS-0x0000x.201x, American National Standard.

Definitions, Acronyms, & Abbreviations
For a list of common communications terms and definitions, please visit the ATIS Telecom Glossary, which is located at < https://glossary.atis.org/ >.

Definitions
AAA: xxxx.
Bbbb: xxxx.
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