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ABSTRACT

This contribution proposes additional ‘verstat’ values associated with Resource-Priority Header signing/verification. 

1 Introduction

In the context of emergency calling (i.e., 9-1-1 originations and callback calls), both the caller identity and the Resource-Priority Header (RPH) will undergo authentication/signing resulting in the creation of two Identity headers; one associated with the caller identity and one associated with the RPH.  When a SIP INVITE message containing those Identity headers is received by the NG9-1-1 Emergency Services Network (in the case of a 9-1-1 origination) or the emergency caller’s home network (in the case of a callback call), that network will be responsible for passing those Identity headers to the STI-VS for verification.  Based on prior agreements within PTSC/IP-NNI Task Force, the STI-VS will be expected to convey the results of the verification process via separate ‘verstat’ values; one associated with the caller identity and one associated with the RPH.  

Similarly, in the context of NS/EP NGN-PS (referred to as Multimedia Priority Service [MPS] in 3GPP) calls where RPH signing is also performed, a ‘verstat’ value will be returned by the STI-VS that conveys the results of applying the verification process to the signed RPH in the “ETS” or “WPS” namespace. 
2 Proposed ‘Verstat’ Values

This contribution proposes the following ‘verstat’ values to support RPH signing/verification in the context of emergency calling and NS/EP NGN-PS. 
For RPH associated with 9-1-1/callback calls:

Emergency Services RPH-Validation-Passed 

Emergency Services RPH-Validation-Failed

No-Emergency Service RPH-Validation

For RPH associated with Multimedia Priority Service (MPS):
MPS RPH-Validation-Passed 

MPS RPH-Validation-Failed

No-MPS RPH-Validation
3 Next Steps
This contribution proposes additional ‘verstat’ values to be used under different call scenarios.  Assuming these values are acceptable, further study is needed to define the mechanism for conveying these values in a SIP INVITE.  While this will be a topic of a future contribution, the mechanism that gets defined should be extensible to accommodate the identification of other SIP header fields that may need to be signed and verified (e.g., the Priority header).  There might be value is pursuing a more “general purpose” approach to carrying ‘verstat’ information in a SIP INVITE. For example, a new header (e.g., a P- header) could be defined to carry the verification result for all claims in all Identity headers in a SIP INVITE (with the possible exception of the calling TN verstat values that are already defined as parameters in the P-Asserted-Identity or From header).  Input from the PTSC/IP-NNI Task Force on this topic is welcome.
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