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ABSTRACT

This contribution proposes updates to IPNNI-2020-00010R005, the baseline that addresses SIP Resource-Priority Header (RPH) signing for Emergency Calls. The proposed updates reflect discussions/agreements during the April 28-29,2020 IP-NNI virtual meeting related to the following topics:
1.  An exit IBCF in an originating IMS network will request signing of caller identity and Resource-Priority Header (RPH) information by sending an HTTP POST message containing two signingRequests: one associated with the caller identity and one associated with the RPH.

2. Verification of a signed RPH will result in a separate verstat value being returned in a verificationResponse.  The specific values associated with that verstat and the mechanism for signaling that verstat forward in a SIP INVITE are for further study.

3. The assertion value populated in an ‘rph’ claim sent by an IBCF to the STI-AS to request signing of the RPH will, based on local policy, either be conveyed to the IBCF by the P-CSCF in a P-header or will be derived by the IBCF based on other information (e.g., ‘sos’ service URN in the Request-URI or esnet.1 value in the RPH) present in the SIP INVITE message associated with the emergency origination.
NOTICE

This contribution has been prepared to assist the ATIS PTSC/IP-NNI Task Force. This document is offered to PTSC/IP-NNI as a basis for discussion and is not a binding agreement on Ericsson or any other company.  The requirements are subject to change in form and numerical value after more study. Ericsson specifically reserve the right to add to, or withdraw, the statements contained herein.
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