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ABSTRACT 
This contribution proposes modifications to section 5.7 of the IP Interconnection document.  The proposed modifications include:

· Addition of  ETS Voice Signaling and Media Traffic Class
· Addition of recommendation for ETS Voice Signaling and Media DSCP
· Removal of the option for a separate DSCP for signaling
NOTICE
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INTRODUCTION
Executive Order 13618 outlines the Assignment of National Security and Emergency Preparedness Communications Functions and defines the following policy: 
“The Federal Government must have the ability to communicate at all times and under all circumstances to carry out its most critical and time sensitive missions. Survivable, resilient, enduring, and effective communications, both domestic and international, are essential to enable the executive branch to communicate within itself and with: the legislative and judicial branches; State, local, territorial, and tribal governments; private sector entities; and the public, allies, and other nations. Such communications must be possible under all circumstances to ensure national security, effectively manage emergencies, and improve national resilience.”
The following proposes additions to the IP Interconnection Profile in order to address the need for priority treatment of NS/EP communications across an IP NNI boundary.
ADDITION OF ETS VOICE SIGNALING & MEDIA TRAFFIC CLASSES
It is proposed that the first table of Section 5.7, “IP Packet Marking”, of the IP Interconnect Profile (IP-NNI-2014-011R5) be modified as follows:
	Traffic class
	Traffic type

	Voice Media
	Speech / Voice bearer.

	ETS Voice Signaling and Media
	NS/EP Priority Voice Control Traffic (SIP), and

NS/EP Priority Speech / Voice bearer

	Voice Signaling
	Voice Control Traffic (SIP, SIP-I signaling protocols)I

	Mobile Signaling
	SMS and roaming (TCAP signaling protocol)

	Other Customer Traffic
	Internet traffic, other data traffic


Addition of these traffic classes enables inter-carrier agreements supportive of traffic classes specific to NS/EP priority services voice signaling and NS/EP priority services voice media.

ADDITION OF RECOMMENDED DSCPs FOR ETS VOICE SIGNALING & MEDIA
In order to distinguish NS/EP priority voice signaling and media from other non-priority traffic, it is proposed that the “IP Marking Table” and accompanying text of Section 5.7 be modified as follows:

	Traffic Type
	DSCP Marking
	IP Precedence
	802.1Q VLAN

	Voice Signaling and Media 
	for configurations 6.1, 6.2.1 DSCP 46/EF (101110).
	5
	5

	
	for configurations 6.2.2 DSCP 46/EF (101110) or DSCP 00/DF (000000).
	5

or

0
	5

or

0

	ETS Voice Signaling and Media
	for configurations 6.1, 6.2.1 DSCP 44/VOICE-ADMIT (101100).
	5
	5

	
	for configuration 6.2.2,  DSCP 44/VOICE-ADMIT (101100).
	5
	5

	Voice Signaling,
	for configurations 6.1, 6.2.1

DSCP 26/AF31 (011010) or 

DSCP 46/EF (101110) 
	3

or

5
	3

or

5

	
	for configurations 6.2.2

DSCP 26/AF31 (011010) or 

DSCP 46/EF (101110)  or

DSCP 00/DF (000000)
	3

or

5

or 0
	3

or

5

or 0

	Other traffic
	DSCP 00/DF (000000).
	0
	0


Traffic treatment

For interconnection configurations specified in Sections 6.2 and 6.3.1, voice media traffic leaving the sending Border Function towards the receiving Border Function should be treated according to the Expedited Forwarding Per-Hop Behavior [10], [11].

For interconnection configurations specified in Sections 6.2 and 6.3.1, ETS voice signaling and media traffic leaving the sending Border Function towards the receiving Border Function should be treated according to the VOICE-ADMIT Forwarding Per-Hop Behavior [Reference to 5865].

For the interconnection configuration specified in Section 6.3.2, voice media traffic leaving the sending Border Function towards the sending PE router is treated either according to the Expedited Forwarding Per-Hop Behavior [10], [11] or according to Default forwarding Per-Hop Behavior [1] that is, it becomes ‘best effort‘ forwarding.

For the interconnection configuration specified in Section 6.3.2, ETS voice signaling and media traffic leaving the sending Border Function towards the sending PE router is treated according to the VOICE-ADMIT Per-Hop Behavior [Reference to 5865].

For interconnection configurations specified in Sections 6.2 and 6.3.1, voice signaling traffic leaving the sending Border Function towards the receiving Border Function should be treated according to the Expedite Forwarding Per-Hop Behavior [10], [11], or alternatively according to the Assured Forwarding Per-Hop Behavior [12].

The industry conventionally uses both AF and EF PHB for signaling traffic. Where one carrier internally uses AF and the other interconnecting carrier internally uses EF, then bilateral agreement is required on how to configure the interconnection to re-mark the packets appropriately. Further if different DSCP markings within the AF class are used, bilateral agreement will be required regarding as to whether the different marking is maintained or traffic re-marked as described for AF / EF marking.

For the interconnection configuration specified in Section 6.3.2, signalling traffic leaving the sending Border Function towards the sending PE router is treated either according to:

· the Expedite Forwarding Per-Hop Behavior, as specified in RFC 3246 [10] and RFC 3247 [11];

· the Assured Forwarding Per-Hop Behavior as specified in RFC 2597 [12];

· the Default forwarding PHB , as specified in IETF RFC 2474 [8].
