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ABSTRACT
This contribution is driven by candidate industry requirements for IP routing and interconnection and proposes using the LERG and related systems and processes as a functional ENUM Tier 1 Registry solution for the exchange of data for routing of E.164 Addressed Communications over IP Network-to-Network Interconnection (NNI).  A LERG Tier 1 Registry solution can enable authorized Service Providers of Record (SPRs) to start directly exchanging VoIP calls end-to-end over IP networks.
LERG can be enhanced if the industry requires an ENUM architecture for routing data exchange.  This solution can be modified/enhanced as industry requirements evolve under the governance of a neutral industry body as is the case today.  This contribution identifies the impact of utilizing the LERG for a Tier 1 Registry function and provides specific items for broader industry consideration related to adopting an ENUM-based architecture for routing data exchange.

_______________________________

INTRODUCTION

There have been contributions that propose the implementation of an ENUM architecture to facilitate that transition.  This contribution supports that concept and proposes the LERG be utilized to function as the thin Tier 1 Registry.  To accommodate this capability the existing LERG would need to be enhanced to include Tier 2 Name Server information.
The decision to implement an ENUM approach for IP Network to Network interconnection needs to be carefully considered by the industry due to the significant network and system process changes that would be required.  Indeed, the mechanisms to capture and exchange ENUM Name Server data are only the first steps in the overall implementation of ENUM for IP Interconnection.  It should be noted that, although ENUM has found a niche to determine a unique Service Provider ID (SPID) for routing SMS (short message service) and MMS (multimedia message service) over IP, ENUM is not yet used at large scale for the exchange of routing data between service providers to support real-time IP services.
The industry needs to agree on a standardized network architecture, system processes, and signaling flows.  The service providers and vendors in the telecommunications ecosystem would also need to support all those requirements for an ENUM approach to be viable on a nationwide scale.  This contribution identifies candidate industry requirements and how they can be met using this LERG-based ENUM solution as well as a number of larger considerations and implications that Carrier ENUM will impose on the industry.
PROPOSAL
The LERG can provide ENUM Tier 1 Registry functionality to the industry.  Fundamentally this comes down to requirements for provisioning ENUM Name Server (NS) records against E.164 telephone numbers and distribution (i.e. the data exchange) of these records to the service provider community.  A high level reference architectures is proposed below that illustrates the provisioning sequence that could be implemented depending on industry requirements.
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Figure 1 - High Level Provisioning Reference Architecture
As depicted in Figure 1, service providers would obtain the Tier 2 Name Server information from the LERG to enable a functional IP Network to Network Interconnection.  Steps R1 and R2 provision Public Switched Telephone Network (PSTN) information while R3 through R6 includes both new IP information (i.e. the Name Server info) and existing PSTN data.  Essentially, the current provisioning and routing data exchange systems and methodology for the PSTN can be applied directly to service provider Name Server data exchange.  Also note that the number port provisioning flow is unchanged from today’s methodology.
Routing Data Provisioning:

(R1) Service provider develops a switch/point-of-interface (POI) CLLI Code and associated location attributes in the Common Language® CLONES database.
(R2a) The CLONES database provides newly developed CLLI Code and location reference data to the Business Integrated Routing and Rating Database System (BIRRDS).  The location reference information is used by service providers in support of developing new BIRRDS switch/POI records.
(R2b) The National Exchange Carrier Association (NECA), provides new Company Codes (a subset of Operating Company Numbers (OCNs)), as they are assigned, to BIRRDS.
(R2c) National CO Code (NXX) Administrators and the Thousands-Block Pooling Administrator (US only) establish base CO Code and block assignment records in BIRRDS.
(R3) Service provider updates BIRRDS with Tier 2 Name Server information, switch/POI information (e.g. actual switch, points of interface, trunk gateways, call agents, signaling transfer points (STPs), etc.), homing arrangements, Location Routing Numbers (LRNs), and  detailed information supporting the CO Code NPA/NXX and Thousands-Blocks that they have been assigned.  This data is integrated with other BIRRDS data elements (e.g. Rate Centers) maintained by the BIRRDS administrator.  At this time, BIRRDS can perform domain validations to validate Tier 2 Name Server accuracy.
(R4) The LERG is generated from current BIRRDS data and is provided to service providers monthly for their pre-provisioning systems.  As an option, augmented daily activity may be provided nightly.
(R5) Based on service providers’ local methods and procedures, the LERG data is loaded into service providers’ pre-provisioning systems and is used for both PSTN and IP interconnection and routing covering switch translations, trunk engineering, numbering administration, legal and regulatory support, forecasting, intercompany billing support, and numerous other functions within the company.
(R6) Based on service providers’ local methods and procedures, the LERG data in service providers’ pre-provisioning systems is made accessible to switch translations engineers to configure the switch translation, routing tables and data elements used for both PSTN and IP interconnection and routing, e.g., Tier 2 Name Server information for IP.

Local Number Porting/Pooling Provisioning:
The following process involves a pre-port validation (PPV) process as well as a Number Pooling Administration Center (NPAC) Service Order Administration (SOA) process
(P1) A customer/subscriber requests to port his/her telephone number to the new/recipient service provider.
(P2) Pre-port validation - The new/recipient server provider requests validation of the port from the old/donor service provider.
(P3) Confirmation - verification of subscriber information is sent from the old/donor service provider to the new/recipient service provider.
(P4) The new/recipient service provider sends a creation of a pending port to NPAC.
(P5) NPAC sends a notification of port to the old/donor service provider.
(P6) An approval of the pending port is sent by the old/donor service provider to NPAC.
(P7) NPAC sends a notification of the old service provider’s port approval to the new/ recipient service provider.
(P8) Activation of the port is sent from the new/recipient service provider to the NPAC.
(P9) NPAC broadcasts the new routing information for the port to the Local Service Management Systems (LSMSs) for all service providers to update their local databases likely a Routing Server.
In this reference architecture, BIRRDS/LERG would need to be modified/enhanced to allow the administrators to provide the registration of the Tier 2 name server information.
A high level reference architecture is provided below that illustrates how the ENUM Domain Name System (DNS) query sequence would function during a session.  In this example a Session Initiation Protocol (SIP) session is depicted.
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Figure 2 – Session Set-up
1 – A session is initiated

2 – The Call Session Control Function (CSCF) initiates a query to the Routing Server for a routing lookup (potentially using ENUM) in its local database

3 – The local database returns an NS record with the host name of a Delegated Tier 2 Name Server where specific VoIP routing information can be found. The number may need to be ported corrected to get the authorized service provider of record.  The NS record for that provider was pre-provisioned by the LERG download.
4 – The Routing Server sends an ENUM query to the terminating network’s Tier 2 Name Server

5 – The terminating network’s Tier 2 Name Servicer returns interconnect information in the form of one or more Naming Authority Pointer (NAPTR) records within the ENUM response.
6 – Based in the information received, the originating network initiates a SIP invite to the terminating network to initiate a SIP session
By implementing an ENUM approach, the network infrastructure needs to be enhanced to accommodate the additional queries as depicted in sequences 4-5.  
Additionally, the network needs to standardize the information, content, and format in the Uniform Resource Identifier (URI). This includes standardizing the  service parameters that  are going to be supported for when the originating service provider receives the NAPTR records there is an agreed to and standardized process for how to use them for egress routing and session set up.

It should be pointed out that the initiation of a SIP session, sequence 6 above, has additional cross-network messages that are not depicted in this reference architecture but need to be supported by all service providers.  A representative example of the message set, presuming the calling and called devices are SIP end-points, is shown in Figure 3 below.  From an originating service provider perspective, there are at least 2 additional ENUM query messages to accompany the 3 or 4 SIP set up messages, meaning the originating CSCF, and likely their I-SBC, must process 50% more messaging in an ENUM architecture.  This will require network investment as well as tools, people and processes for engineering, monitoring and security for all participating service provider networks.
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Figure 3 – SIP Message Flow and Routing Database Queries
Advantages of using the LERG

The LERG was initially designed for routing of interLATA Time Division Multiplex (TDM) calls by interexchange carriers but has effectively evolved since its inception to support new networks and technologies.  It continues to evolve with neutral governance processes that allow the industry to facilitate system process enhancements as required by service providers.  For example, the LERG has also evolved to provide support for information exchange between all types of service providers including Incumbent Local Exchange Carriers, Competitive Local Exchange Carriers, Wireless Service Providers, Voice over IP (VoIP) Providers, etc.  In addition, the LERG evolved to support the exchange of hybrid TDM/IP routing and interconnection architectures, Call Agent/Media Gateway homing arrangements and NPA/NXX assignments, to name a few.
Consequently, a solution to utilize LERG to provision Tier 2 Name Server information as well as any other IP data elements would allow the industry to continue to effectively manage process evolution as it pertains to IP routing and interconnection.  This management would reside within interactive industry processes that have proven efficient, cost effective, and balanced in regards to all industry segments.

The LERG, functioning as a Tier 1 Registry, would also maintain consistency of data exchange across the multi-carrier ecosystem as opposed to a third party’s tiered solution that might be difficult to maintain a consistent quality of service benchmark across service providers.

Additionally, a LERG solution would avoid the need for IP enhancements to the SOAs or LSMSs which are used for Number Portability at every service provider.  Number portability could function exactly as it does today by continuing to return an LRN where service providers then make use of the prior LERG data exchange to retrieve the associated data for call routing.
Requirements Considerations for LERG for ENUM Data Exchange

The existing industry framework supports the exchange of TDM and IP routing and interconnection, however, existing database systems would need to be enhanced according to the industry requirements in order to exchange Tier 2 NS records and other IP routing information.  The following items are possible areas of enhancement to LERG functioning as the Tier 1 Registry for IP routing and interconnection:

· If the industry requirement is to adopt an ENUM architecture but avoid the overhead and complexity of external NS queries by supporting service provider exchange (i.e. local downloads) of Tier 2 Name Server information, then BIRRDS/LERG can be enhanced to meet this need.

· If the industry requirement is to assign and exchange a single Name Server record for a given service provider (e.g. an OCN) or a set of Name Server Records depending on the NPA/NXX or other considerations (such as East vs. West), then BIRRDS/LERG can be enhanced to meet this need. It is worth discussing what granularity a Name Server will need to support including what requirement would drive Name Servers at a full 10 digit TN level.
· If the industry requirement is to validate Domain Names and potentially full URIs associated with a Name Server address prior to accepting such routing information for exchange, then BIRRDS/LERG can be enhanced to meet this need.
· If the industry requirement is to support service provider exchange of Tier 2 URI at service provider discretion to identify I-SBCs (session border controllers) or other IP interconnect equipment, then BIRRDS/LERG can be enhanced to meet this need.  Further information on LERG as a vehicle for Tier 2 routing data exchange can be found in iconectiv “Utilization of Existing Industry Database Systems for the exchange of data to support Routing of E.164 Addressed Communications over IP Network-to-Network Interconnection (NNI)” which was also submitted under PTSC issue 0120 PSTN Transition.
· If the industry requirement is to support more frequent routing data exchanges than daily, then BIRRDS/LERG can be enhanced to meet this need.

· If the industry requirement is to retain the current approach to exception routing on ported and pooled numbers when serviced by IP interconnection, then NPAC can continue to serve as the authoritative database system for such information exchange.

· Global access to the NS information requires further evaluation if there is an industry requirement.

Requirements Considerations for ENUM Tier 2 and an overall ENUM Implementation

· Adopting ENUM for IP routing data exchange requires that the originating service provider allows the terminating service provider to define the I-SBCs to interconnect to for all supported service types for the destination telephone number.  Presently in the industry, the originating service provider provides call control functionally and performs egress route selection based on its agreement with its interconnection partners and the state of the potential routes in terms of quality, congestion, cost and other factors.  This approach is deeply rooted in a number of existing business processes.  Handing the reins for route selection over to the terminating service provider would need to be evaluated by the industry.  Some potential considerations:

· Post-dial delay may result if the terminating service provider’s Tier 2 Name Server is not properly engineered for reliability and traffic volumes.  Conceivably, there might need to be requirements regarding performance and availability of every service provider’s Tier 2 Name Server operating within the industry.
· All terminating service providers would also have to invest sufficiently to ensure their Tier 2 Name Servers were secured from hostile attacks or unauthorized service providers and resilient to malformed queries, potentially at massive volumes.

· To ensure call setup still succeeds in the event of route congestion or failure, the industry may require terminating service providers to return a set of NAPTR records that indicate primary as well as alternate interconnection points, potentially, per service type.

· The ability of the originating network’s network elements to support alternative routing approaches in the event the Tier 2 Name Server of the terminating network does not respond with NAPTR records would need to be considered.
· The industry might need a means to monitor compliance and/or set requirements to ensure that the terminating service provider was providing interconnect data in a fair and equitable manner, or at least consistent with the specific interconnect agreement, now that they have dynamic control of the routing data.

· If the industry requirements support an ENUM implementation, the service providers would need to introduce additional queries within their network and between their interconnection partners.  Some of the considerations would be:

· The industry will need to determine which private domains are valid for service providers so that all service providers can resolve the tier 2 Name Server records to routable addresses in order to send the ENUM query. Additionally, the information contained in the URIs would need to be standardized so that service providers could develop a standard mechanism to convert it to a routable address.
· Operational processes to provision, maintain, monitor, and secure the Tier 2 Name Servers would need to be developed and implemented by all terminating service providers in addition to deploying the technology itself.

· Hosted Tier 2 Name Servers provided by service bureaus could minimize the efforts required by a terminating service provider with respect to security, engineering and operations.  The industry might define requirements for ENUM service bureau Service Level Agreements (SLAs) in order to guarantee the performance of the overall ecosystem.

· The ENUM protocol supports a Time to Live (TTL) parameter which allows the terminating service provider to specify a maximum time period that the querying party may cache an ENUM response for future use.  The industry may set requirements for how long such a cache should be maintained or may leave this to service provider discretion or interconnect agreements.

· In order to avoid a supplemental routing query should the telephone number not be reachable directly via IP, the industry might define a requirement for terminating service providers to configure their Tier 2 Name Servers to return a PSTN routable NAPTR record in addition to the IP routing record.  This can be achieved by provisioning a “pstn:tel” service type for each telephone number in the terminating service provider’s ENUM record set.
· There might be an industry requirement to support different Tier 2 NAPTR record responses by the terminating service provider or their agent based on the originating service provider or the querying service provider if a transit/IPX (Internetwork Packet Exchange) provider.  This could be supported via DNS extensions to the ENUM protocol to identify the querying party such as described in the Kaplan Internet Draft from the ENUM Working Group.  It should be noted that DNS extensions of this nature are not widely operational in the industry at this time.

· The standardization of the information contained in the URI parameter fields would necessitate that the vendors enhance/modify their network elements to support such industry requirements.  For example, service parameters such as CODEC support may be returned to enable Transcode Free Operation (TrFO) to optimize end to end IP sessions, as well as data identifying facsimile support.
· A mechanism to identify the location of an interconnection point may be required in order to minimize post-dial delay or media latency.

· The ability of some terminating service providers to request iterative ENUM queries in the event the Tier 2 ENUM server returned an NS record rather than a NAPTR record, such as to redirect routing queries and associated sessions to a transit/IPX partner, and how service providers and vendors would accommodate such responses would need to be considered.  Alternatively the terminating service provider might be required to perform recursive ENUM queries such that the iterations are transparent to the originating service provider.  The impact on post dial delay should be considered in either scenario.

SUMMARY
Before an ENUM approach for IP routing data exchange can be implemented, service providers need to assess and evaluate the network, systems, operational, and economic impacts of this architecture.  The exchange of Name Server records would be only the first step in implementing an ENUM approach.  In addition, the industry needs to develop and agree on a set of requirements that standardize the format and content contained in the Tier 2 URIs including domains, service parameters, location info, alternate routing, etc.

The industry should evaluate the impact on the originating service provider’s call control functionality and business operations under an ENUM approach since the point of interconnect would be returned in the NAPTR formulated dynamically by the terminating service provider.  This is a significant shift from the current routing paradigm used in the industry.

In the ENUM architecture there are additional queries, as depicted in Figure 3 that would need to be supported.  These additional queries would increase overhead, potentially have an impact on Post Dial Delay, and increase potential points of failure for session setup.

A solution that utilizes the LERG as the thin Tier 1 Registry would allow the industry to continue to leverage existing processes for data exchange of the ENUM Name Server records with caching in local databases to avoid external NS queries.  Furthermore, the industry could manage routing evolution for IP under the governance of a neutral body with existing linkages to other fora.  iconectiv is also willing to provide the LERG as a thin registry for  ENUM Tier 1 data exchange in trials and experiments to refine the industry requirements prior to a full-scale launch of ENUM.
NOTICE

This is a draft document and thus, is dynamic in nature. It does not reflect a consensus of the ATIS-SIP Forum IP-NNI Task Force and it may be changed or modified. Neither ATIS nor the SIP Forum makes any representation or warranty, express or implied, with respect to the sufficiency, accuracy or utility of the information or opinion contained or reflected in the material utilized. ATIS and the SIP Forum further expressly advise that any use of or reliance upon the material in question is at your risk and neither ATIS nor the SIP Forum shall be liable for any damage or injury, of whatever nature, incurred by any person arising out of any utilization of the material. It is possible that this material will at some future date be included in a copyrighted work by ATIS or the SIP Forum.  
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