ATIS Letter Ballot Comment Submittal Form and Consideration Report

	All commenters should use this form when submitting comments on an ATIS Letter Ballot (view the instructions). This form should accompany the letter ballot (via ATIS Workspace) and will subsequently be used during comment consideration by the appropriate committee/subcommittee. 
The commenter should use the “track changes” feature when recommending changes to existing text. Proposed changes to a table, figure, or any other item that is not purely text, should include a summary in the table below and provide the modified table, figure, etc., in the “Other Information” section. The source file for any new figures (Visio, PowerPoint, etc.) must also be included (by either zipping together with this document, or embedding as a file/object).



Letter Ballot:  [PTSC-LB-219 - dpATIS Standard ATIS-1000080]

	Company Name:  [Neustar, Inc.]

	TO BE COMPLETED BY COMMENTER
	TO BE COMPLETED BY SUB/COMMITTEE

	Auto#
	Page/
Section/Line #
	Comment
	Rationale/Suggested Solution
	Type[footnoteRef:1] [1:  Type of change:  Insert S or NS:  Substantive (S) (see ATIS OP Section A.6) or Non-Substantive (NS)] 

	Res.[footnoteRef:2] [2:  Resolution (how was comment considered):  Insert A, AM, N, I, or W:  Accepted (A), Accepted as Modified (AM), Not Accepted (N), For Information/No Action/Noted (I), or Withdrawn (W).  ] 

	Discussion/Explanation/Note (if comment is modified, accepted/modified via a separate ballot comment, or not accepted)

	1 
	80
	“Synonym for Certification Path or Certificate Chain.”
	“Certification Path or” should be removed since can’t be a synonym for itself.
	
	
	Fixed.

	2 
	225-228
	“The key aspect is that the identity-related information in the SIP requests is authenticated by the originating Service Provider and can be verified by the terminating Service Provider Information contained within the Personal Assertion Token (PASSporT) in the SIP messages attests to a Service Provider’s knowledge of specific telephone identities which the terminating SP can use to determine specific handling for a call.”
	For sentence to make sense, consider: “The key aspect is that the identity-related information in the SIP requests is authenticated by the originating Service Provider, and can be verified by the terminating Service Provider information contained within the Personal Assertion Token (PASSporT) in the SIP messages and attests to a Service Provider’s knowledge of specific telephone identities which the terminating SP can use to determine specific handling for a call.”

Note:  “Information” also changed to “information” to avoid any confusion.
	
	
	There is a missing period that makes it read odd. There should be a period between “terminating Service Provider” and “Information contained within” I would prefer to keep the original wording.


	3 
	301
	“Acquisition”
	“Acquisition” should be “acquisition” to avoid any confusion.
	
	
	Fixed

	4 
	380
	“[draft-ietf-acme-acme-06] Section 7.3”
	Probably best not to be this specific after all as 07 is now out.  For document consistency, consider changing to just:
“[draft-ietf-acme-acme]”
	
	
	Agreed. The reference was important when the acme draft was changing frequently and section numbers were changing but it is fairly stable now. 

	5 
	471
	“Service Provide Code”
	“Service Provider Code” typo
	
	
	Fixed (all instances)

	6 
	472
	“…below as part of the Application for an STI Certificate”
	“Application” should be “application” to avoid any confusion.
	
	
	Fixed

	7 
	515
	“SHA-256”
	For consistency, should be “SHA256”.
	
	
	Fixed

	8 
	551
	“…previous section of this document; it can immediately…”
	“;” to “,” as comma is more correct.
	
	
	Fixed

	9 
	553
	“[draft-ietf-acme-acme-06] Section 7.4”
	Probably best not to be this specific after all as 07 is now out.  For document consistency, consider changing to just:
“[draft-ietf-acme-acme]”
	
	
	Fixed

	10 
	599-600
	“…it shall use the specific identifier of type “TNAuthList” and including a key of “value” which is a Service Provider Code”
	To clarify “type”, consider:
“it shall use the specific 
“type” identifier of type “TNAuthList” and include a key of “value” which is a Service Provider Code”
	
	
	Fixed

	11 
	648,654, 680, 705, 711
	Specification should define the “challenge” types consistently.
	Specific changes?  Mary.
Ensure that challenge identifiers  and types are aligned with ACME specification (and vice versa).
Change  “type”:”token” to “type”: “spc-token”in 654, 663 and 711. 

	
	
	Text has been revised to reflect the version of draft-barnes-acme-service provider at the time of letter ballot. This document is still being developed.  We will make any necessary revisions once that document is complete.  

	12 
	656, 681, 715
	The “token” value in the response to a challenge should include the “token” value in the original challenge, as shown on Line 656
	Specific changes?  Mary.
681: change “token”:  to :KeyAuthorization
715: same as 681 and in addition add 
"token": "DGyRejmCefe7v4NfDGDKfA" (matching line 656).

	
	
	Fixed

	13 
	686-687
	“…SHAKEN certificate framework specific challenge type of “spc-token” and the key “token” with the value of the Service Provider Code token”
	To clarify “type”, consider:
“…SHAKEN certificate framework specific challenge “type” identifier of “spc-token” and the key “token” with the value of the Service Provider Code token”
	
	
	The problem here is that ACME has a specific “identifier” field for challenges.  And this challenges “type” is NOT that identifier. So, it’s more confusing from ACME perspective to make this change. 

	14 
	690-691
	“As a part of that token validation, the STI-CA needs to make the public key of the STI-PA available, as identified in the x5u protected header value in the token”
	To make accurate, consider:
“As a part of that token validation, the STI-CA needs to retrieve the public key of the STI-PA, as identified in the x5u protected header value in the token”
	
	
	[bookmark: _GoBack]Fixed
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