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Abstract

Abstract text here.  
Foreword
The Alliance for Telecommunications Industry Solutions (ATIS) serves the public through improved understanding between carriers, customers, and manufacturers. The [COMMITTEE NAME] Committee [INSERT MISSION]. [INSERT SCOPE]. 

The mandatory requirements are designated by the word shall and recommendations by the word should. Where both a mandatory requirement and a recommendation are specified for the same criterion, the recommendation represents a goal currently identifiable as having distinct compatibility or performance advantages.  The word may denotes a optional capability that could augment the standard. The standard is fully functional without the incorporation of this optional capability.
Suggestions for improvement of this document are welcome. They should be sent to the Alliance for Telecommunications Industry Solutions, [COMMITTEE NAME], 1200 G Street NW, Suite 500, Washington, DC 20005.

At the time of consensus on this document, [COMMITTEE NAME], which was responsible for its development, had the following leadership:

[LEADERSHIP LIST]
The [SUBCOMMITTEE NAME] Subcommittee was responsible for the development of this document.
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1 Scope, Purpose, & Application
1.1 Scope

xxx

1.2 Purpose

xxx

1.3 Application

xxx

2 Normative References

The following standards contain provisions which, through reference in this text, constitute provisions of this Standard. At the time of publication, the editions indicated were valid. All standards are subject to revision, and parties to agreements based on this Standard are encouraged to investigate the possibility of applying the most recent editions of the standards indicated below.

ATIS-0x0000x, Technical Report.

ATIS-0x0000x.201x, American National Standard.

3 Definitions, Acronyms, & Abbreviations

For a list of common communications terms and definitions, please visit the ATIS Telecom Glossary, which is located at < http://www.atis.org/glossary >.
3.1 Definitions

AAA: xxxx.

Bbbb: xxxx.

3.2 Acronyms & Abbreviations

	ATIS
	Alliance for Telecommunications Industry Solutions


4 Main Body of Standard

Figure X illustrates authentication relationships that may utilize the Verified Token capability.
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Editor’s Note: Add 911 and Toll Free Use Cases
Editor’s Note: Add subsection for Gaps
4.1 Use Cases
Xxx

4.1.1 Verification of Calling Party Number
Xxx

4.1.1.1 SIP
4.1.1.2 WebRTC
4.1.2 Verification of Called Party Number
Xxx

4.1.2.1 SIP

4.1.2.2 WebRTC
4.1.3 Verification of Originating Service Provider

xxx
4.1.4 Verification of Terminating Service Provider

xxx
4.1.5 Verification of Transit Service Provider

xxx
4.1.6 Verification of Emergency Telecommunication Services (ETS) Authenticating Service Provider

Description

National Security/Emergency Preparedness (NS/EP) is made up of two service access types GETS and WPS. GETS authentication uses PIN verification and WPS is a subscription based service where the service is invoked on a per session basis triggering on a prefixed feature code.
NS/EP provides priority of network resources on a per call basis in order to a select group of Government users. When call/sessions transverse two service providers, there is a need for the receiving network to verify that the user was authenticated by a valid NS/EP service provider.

Once authenticated the Resource Priority Header (RPH) is added to the SIP INVITE. It is proposed that the RPH is signed with the token.
Call Flow

Tbp

4.1.7 Verification of Information Service Provider

Information Services are provided by Application Providers, as shown in Figure 1. 

4.1.7.1 Call/Session Associated

Examples of an Information Services are Calling Name, LIDB, Toll Free, etc ….
4.1.7.2 Non-Call/Session Associated
zzz
4.1.8 Verification of Messaging
xxx
4.1.8.1 SIP

4.1.8.2 SMS
4.1.9 Verification of SIP Subscribe/Notify
xxx
4.1.10 Verification of SIP PUBLISH
xxx
4.1.10.1 Subclause Heading 4

Xxx

4.1.11 Conference Calling

xxx
Annex A

(normative/informative)

A
Annex Title

Xxx
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