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ABSTRACT 
There are two broad steps to establishing IP interconnection between service providers:
· Establishing the network connection between the SBCs

· Setting up service provider specific routing information to that connection

Establishing the Network Connection

Establishing the network connection is a process that occurs between the network engineers of each service provider.  There are four steps in this process:

· Exchange end point information of the SBCs – this is in the form of IP addresses or domain names
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· Exchange security credentials – examples include user name/password and digital certificates, this will be used to establish a secure connection between SBCs such as an SSL or VPN connection
· Establish agreed to parameters for the connection, such as bandwidth constraints
· Create and name the SIP trunk group (SIP TG) between the SBCs that identifies this connection – this is how the SBC identifies the connection, (the SIP TG is sometimes referred to as a session agent) 
Setting Up Routing

Setting up routing involves associating route identifiers provided by the terminating network with the appropriate SIP TG in the originating network that is to be used for reaching the endpoints.  There are many choices for what routing identifiers can be used including; AOCN/OCN, NPAC SPID, CO code, 10-digit telephone number, domain name and SIP URI.  

There are three steps in this process:

· The terminating carrier provides a list of route identifiers to the originating carrier and the network entry-point(s) to be used for routing calls to each identifier.
· The originating carrier establishes a process during call setup (such as a dip to a route server) to create a URI that often includes destination trunk group parameters as per RFC 4904 and portability parameters as per RFC 4694.  To do this, the originating carrier will (1) portability-correct the dialed digits, (2) associate the portability corrected digits with a route identifier and (3) identify the SIP TG based on the route identifier.  The original dialed-digits, portability-data, outbound SBC and trunk-group are typically identified in the URI that is used to route the call/session.  For example:

· sip:+12125551234;npdi;tgrp=1234;trunk-context=origin.tld@outbound_sbc.origin.tld;user=phone
· The originating carrier routes the call/session to the interconnected carrier based on the SIP TG identified in the URI.    

